
























Reporting method: Security researchers can submit vulnerability reports through our designated 
vulnerability reporting channels. We encourage the submission of specific reports, including vulnera-
bility description, reproduction steps, vulnerability impact analysis and recommended remediation 
measures.

Assessment process: Our security team will evaluate the received vulnerability reports and com-
municate with the submitter after confirming the validity of the vulnerability to further verify and fix 
the vulnerability. Once the vulnerability is confirmed and fixed, we will pay the corresponding reward 
in a timely manner.







The KAD public chain can find a wide range of applications in many different fields. The following 
are some specific application scenarios:

Decentralized Finance (DeFi): The KAD public chain provides a framework for building decentral-
ized financial services, such as lending protocols, decentralized exchanges (DEX), stable coins, etc.

Digital ownership and transactions: Through smart contracts, the EVM public chain can be used 
to create and trade digital assets, including tokens, artworks, real estate, etc. NFTs (non-fungible 
tokens) are an important case, and they have significant room for innovation in the fields of digital art 
and games.

Supply chain management: The KAD public chain can be used to track transactions and logistics 
information in the product supply chain to ensure transparency and traceability. Smart contracts can 
ensure compliance of all parties in the supply chain and reduce fraud and errors.

Governance and voting: Using smart contracts and token mechanisms, the KAD public chain can 
be used to implement transparent community governance and voting mechanisms. This mechanism 
can be used in democratic organizations, corporate governance, and community decision-making.

Games and virtual worlds: KAD public chain provides developers with a platform to build block-
chain-based games and virtual worlds. These applications can leverage smart contracts and cryp-
toeconomics to create unique gameplay and economic models.

Authentication and data security: The KAD public chain can be used to build secure authentica-
tion systems and data storage solutions. Through the immutability and encryption technology of 
blockchain, the security and privacy of user data can be ensured.

These are just some examples of KAD public chain applications. In fact, its application fields are 
very wide, covering many industries such as finance, supply chain, games, social networks, and med-
ical care. With the continuous development of blockchain technology, it is expected that more innova-
tive application scenarios will be implemented on the KAD public chain.


